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1. MCPD respects the First Amendment Rights of individuals and will not utilize facial recognition
technology for individuals based solely on the following:

a. Religious, political, or social views or activities;
b. Participation in a noncriminal organization or lawful event;
c. Race, ethnicity, citizenship, places of origin, age, disability, gender, gender identity, sexual

orientation, or any other classification protected by law.
2. MCPD personnel are prohibited from using facial recognition technology to assess immigration status

or assist in the enforcement of immigration law.
3. A candidate image generated by facial recognition technology and reviewed for facial identification is

an investigative lead ONLY and DOES NOT establish probable cause to obtain an arrest warrant
without further investigation.

C. Facial Recognition Searches
I. Facial recognition searches may only be performed by Department personnel who have been trained

in the use of faciat recognition software and facial comparison and identification as approved by the
Director, SID, or designee.

2. MCPD personnel designated to utilize facial recognition technology will attend bias training in
accordance with state law.

3. Self-initiated facial recognition searches on crime alert bulletins from other agencies may be
conducted by department personnel trained and approved in the use of facial recognition.

4. Facial recognition technology use must comply with departmental policy.
5. Facial recognition technology may not be knowingly used to assist law enforcement agencies in a

manner that contradicts their policy or legislation unless information obtained prior to that knowledge
is determined to be critical to the immediate preservation of life.

D. Process for Requesting Facial Recognition Technology Assistance
MCPD requests for facial recognition technology assistance shall be electronically submitted to the Digital
Intelligence Analysis Unit (DIAU), SID through the DIAU Help Desk System. If a DIAU Help Desk
System request is not possible, MCPD or outside law enforcement agencies shall be directed to submit a
written request to include the requester's contact information, reference/incident/case number, type of
investigation, and justification for utilization of facial recognition technology.

E. Facial Recognition Technolo!!v Results

All MCPD results obtained by facial recognition technology will be provided to the requester in writing
and contain the following information:

1. Facial recognition technology was utilized to develop the provided investigative lead;
2. Information contained within the investigative lead is not a positive identification of any

individual; and
3. Investigative leads do not establish probable cause and require further investigation

V. Maintenance of Records

A. The use of facial recognition technology will be audited by the Office of the Chief,
Professional Accountability Division. The requester will be required to provide appropriate justification
for the request of facial recognition technology assistance.

B. Appropriate justification will include the requester's contact information, reference number, and
justification for utilization of facial recognition technology.
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C. The Office of the Chief, Professional Accountability Division will implement the audit procedures and

conduct reviews of necessary records.

D. The department shall track, when applicable, the perceived race of any suspects juxtaposed with the race
of any investigative leads developed with the program.

VI. CALEA Standards: 1.2.3, 1.2.5, 1.2.9, 26.1.1, 41.2.5, 41.2.6, 41.2. 7, 42.2.1, 43.1.1, 46.1.2, 46.1.3,

46.1.4, 46.1.5, 46.1.6, 82.2.1, 82.2.2, 83.2.J, 83.3.2

VII. Proponent Unit: Special Investigations Division

VIII. Cancellation: None

Marcus G. Jones 
Chief of Police 
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